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* * * First Change * * * 
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

GTP-PDU: GTP Protocol Data Unit is either a GTP-C Message or a GTP-U Message. GTP-U Message may be either a signalling message across the user plane tunnel, or a G-PDU (see clause 6).

· Signalling Message: any GTP-PDU (GTP-C or GTP-U) except the G-PDU.

· G-PDU: GTP user plane message, which carries the original packet (payload). G-PDU consists of GTP-U header and a T-PDU. 

· T-PDU: original packet, for example an IP datagram, from an UE or a network node in an external packet data network. A T-PDU is the payload that is tunnelled in the GTP-U tunnel.

· GTP-C Message: GTP control plane message type of a GTP-PDU. GTP-C message consists of GTP-C header, which is followed by zero or more information elements.

· GTP-U Message: GTP user plane message. The user plane messages are used to carry user data packets, and also signalling messages e.g. for path management and error indication. Therefore, GTP-U message consists of GTP-U header, which is followed by either a T-PDU, or zero or more information elements.

GTP Tunnel: A GTP tunnel is a communication tunnel between two GTP nodes (see subclause 4.1 "GTP Tunnel").
LIPA PDN connection: a connection providing connectivity between a UE and a Local GW (L-GW) such that the user plane traffic using the connectivity is offloaded at the L-GW.

Tunnel Endpoint: A tunnel endpoint is identified with a TEID, an IP address and a UDP port number (see subclause 4.1 "GTP Tunnel").

Tunnel Endpoint Identifier (TEID): unambiguously identifies a tunnel endpoint in scope of a path (see subclause 4.1 "GTP Tunnel"). 

* * * Next Change * * * 
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AMBR
Aggregate Maximum Bit Rate

APN
Access Point Name

APN-NI
Access Point Name Network Identifier

APN-OI
Access Point Name Operator Identifier

EBI
EPS Bearer ID

eNodeB
Evolved Node B

EPC
Evolved Packet Core

ePDG
Evolved Packet Data Gateway 
EPS
Evolved Packet System

F-TEID
Fully Qualified Tunnel Endpoint Identifier

G-PDU
GTP-U non-signalling PDU

GPRS
General Packet Radio Service 

GTP
GPRS Tunnelling Protocol

GTP-PDU
GTP-C PDU or GTP-U PDU

GTPv2-C
GTP version 2, control plane

GTPv2-U
GTP version 2, user plane

IMSI
International Mobile Subscriber Identity

IP
Internet Protocol

LBI
Linked Bearer identity

L-GW
Local Gateway
LIPA
Local IP Access

L1
Layer 1

L2
Layer 2
MBMS
Multimedia Broadcast/Multicast Service

MEI
Mobile Equipment Identity

MSISDN
Mobile Subscriber ISDN Number

PAA
PDN Address Allocation

PCO
Protocol Configuration Options

PDU
Protocol Data Unit

PDN
Packet Data Network or Public Data Network

PGW
PDN Gateway

PTI
Procedure Transaction Id

QoS
Quality of Service

RAT
Radio Access Type
RIM
RAN Information Management
SGW
Serving Gateway

TEID
Tunnel Endpoint Identifier

TEID-C
Tunnel Endpoint Identifier, control plane

TEID-U
Tunnel Endpoint Identifier, user plane

TFT
Traffic Flow Template

TLIV
Type Length Instance Value

UDP
User Datagram Protocol

ULI
User Location Information

* * * Next Change * * * 
7.3.5
Context Request

The new MME/SGSN shall send the Context Request message to the old MME/SGSN on S3/S16/S10 interface as a part of TAU/RAU procedure to get the MM and EPS bearer Contexts for the UE.

If the sending/new node is a MME, it shall include in the Context Request message:

-
the GUTI IE and Complete TAU Request Message IE if the GUTI received from UE indicates the old node is a MME;
-
the RAI IE and the P-TMSI IE, which are derived from the GUTI received from UE, and the P-TMSI Signature that was received intact from the UE, if the GUTI indicates the old node is an SGSN; and
-
a cell identity, if a cell identity is received with the TRACKING AREA UPDATE REQUEST message and if the MME is configured to support LIPA.
If the sending/new node is an SGSN, it shall include RAI IE, P-TMSI IE and P-TMSI Signature IE in the Context Request message. If the receiving/old node is an MME, it shall construct GUTI according to the RAI IE, P-TMSI IE and P-TMSI Signature IE (see the mapping relationship between RAI, P-TMSI, P-TMSI signature and GUTI defined in 3GPP TS23.003[2]), and find UE context via this GUTI.
The new MME differentiates the type of the old node as specified in subclause 2.8.2.2.2 of 3GPP TS 23.003 [2]. If the old node is an SGSN, the GUTI shall be mapped to RAI and P-TMSI by the new MME; if the old node is a MME, the new MME include GUTI IE and Complete TAU Request Message IE in the Context Request message. The Mapping between temporary and area identities is defined in 3GPP TS 23.003 [2].
The Target PLMN ID IE shall be used in old SGSN/MME in order to decide whether un-used authentication vectors to be distributed to new SGSN/MME or not. Distribution and use of authentication vectors between different serving network domains are specified in 3GPP TS 33.401 [12].

Table 7.3.5-1 specifies the presence requirements and conditions of the IEs in the message.
Table 7.3.5-1: Information Elements in a Context Request

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	IMSI
	C
	IMSI shall be included if the UE has been successfully authenticated.
	IMSI
	0

	GUTI
	C
	The New MME shall include this IE over S10 interface.
	GUTI
	0

	Routeing Area Identity(RAI)
	C
	This IE shall be included over S3/S16 interface, if the GUTI indicates the old node is an SGSN, the new MME maps this IE from GUTI.
	ULI for RAI
	0

	Packet TMSI(P-TMSI)
	C
	This IE shall be included over S3/S16 interface. For the S3 interface, if sent by the MME, this IE is derived by the MME from the GUTI received from the UE.
	P-TMSI
	0

	P-TMSI Signature
	C
	This IE shall be included over S3/S16 interface if it is received from the.
	P-TMSI Signature
	0

	Complete TAU request message
	C
	The new MME shall include this IE, and the old MME may use this IE for integrity check.
	Complete Request Message
	0

	S3/S16/S10 Address and TEID for Control Plane
	C
	This IE specifies the address and the TEID for control plane message which is chosen by the new MME/SGSN.  

In case of SGSN pool, the IPv4 or the IPv6 address field shall be set to the same value of the Source IP address of the IP packet carrying this message, and the relaying SGSN shall not change the content of this IE when sending it to the old SGSN.
	F-TEID
	0

	UDP Source Port Number
	C
	If an SGSN within the same SGSN pool as the old SGSN receives this message, the SGSN shall include the UDP Source Port number of the received message in this parameter if this IE is not present and relay the message to the old SGSN. The old SGSN shall use this UDP port as the UDP destination port of the Context Response message.
	Port Number
	0

	RAT Type
	C
	The RAT Type indicates the Radio Access Technology which is used in the new system. 
	RAT Type
	0

	Indication
	O
	This IE shall be included if any one of the applicable flags is set to 1.

Applicable Flags are:

-
The MS Validated indicates that the new system has successfully authenticated the UE, or the new system has validated the integrity protection of the TAU request message.
	Indication
	0

	Hop Counter
	O
	If an SGSN within the same SGSN pool with the old SGSN receives this message, the SGSN shall decrement the Hop Counter if this IE is present in the received message; otherwise, the SGSN may include a Hop Counter with a value of max-1, and may relay the message to the old SGSN.
	Hop Counter
	0

	Target PLMN ID
	CO
	If available, this IE shall be included in order to allow old MME/SGSN to make a judgment whether un-used authentication vectors to be distributed or not.
	Serving Network
	0

	Private Extension
	O
	
	Private Extension
	VS

	Cell identity 
	C
	The same cell identity as received in the S1 Application Protocol (see 3GPP TS 36.413 [10]) for the transaction containing the Complete TAU request message. In this release, if the IE is included, the MME shall only include the ECGI type in the ULI IE.
	UE Location Information
	0


* * * Next Change * * * 
7.3.6
Context Response

A Context Response message shall be sent as a response to a previous Context Request message during TAU/RAU procedure. 

If the MM and EPS bearer Contexts for the UE on behalf of which the previous Context Request message was received include context associated with a LIPA PDN Connection (see 3GPP TS 24.301 [23]) then the old MME/SGSN locally deactivates all PDP, MM and EPS bearer contexts associated with the LIPA PDN connection, before sending the Context Response message, unless the UE Location Information is received in the Context Request message, the Infrmation contains only a a cell identity, and the received identity matches the cell identity stored with the EPS bearer context (see 3GPP TS 24.301 [23]). If no PDP, MM and EPS bearer contexts remain, the Context Response message shall include a cause set to "Context not found".
Possible Cause values are specified in Table 8.4-1. Message specific cause values are:

-
"IMSI not known"

-
"P-TMSI Signature mismatch"

-
"User authentication failed"
-
"Context not found"
Table 7.3.6-1 specifies the presence requirements and conditions of the IEs in the message.
Table 7.3.6-1: Information Elements in a Context Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	IMSI
	C
	The IMSI shall be included in the message except for the case:

· If the UE is emergency attached and the UE is UICCless.

The IMSI shall be included in the message but not used as an identifier 

· if UE is emergency attached but IMSI is not authenticated.


	IMSI
	0

	MME/SGSN UE MM Context
	C
	This IE shall be included if the Cause IE has the value " Request Accepted ".
	MM Context
	0

	MME/SGSN UE EPS PDN Connections
	C
	This IE shall be included if there is at least a PDN connection for this UE on the sending MME/SGSN.

Several IEs with this type and instance values shall be included as necessary to represent a list of PDN Connections.
	PDN Connection 
	0

	Sender F-TEID for Control Plane
	C
	This IE specifies the address and the TEID for control plane message which is chosen by the old MME/SGSN.
	F-TEID
	0

	SGW S11/S4 IP Address and TEID for Control Plane
	C
	This IE shall be included if a SGW is being used by the old MME/SGSN.
	F-TEID
	1

	SGW node name
	C
	This IE shall be included if the source MME or SGSN has the source SGW FQDN. This IE identifies the SGW that was used by the old MME/SGSN.
	FQDN
	0

	Indication Flags
	C
	This IE shall be included if any of the flags are set to 1.

Idle mode Signalling Reduction Supported Indication: 

· This flag shall be set to 1 if the Cause IE value indicates "Request accepted" and the old system (including old MME/SGSN and the associated SGW) has the ISR capability.

Unauthenticated IMSI: 

· This flag shall be set to 1 if the IMSI present in the message is not authenticated and is for an emergency attached UE. 
Change Reporting support indication flag: 

· This flag shall be set to 1 if the Source S4-SGSN/MME supports Location Change Reporting mechanism. See NOTE1.
CSG Change Reporting support indication flag: 

· This flag shall be set to 1 if the Source S4-SGSN/MME supports CSG Information Change Reporting mechanism. See NOTE1.
ISRAU: 

-    This flag shall be set to 1 on S10/S16 interface if the ISR is activated for the UE before the UE moving to the new SGSN/MME.


	Indication
	0

	Trace Information
	C
	This IE shall be included when session trace is active for this IMSI/IMEI.
	Trace Information
	0

	HRPD access node S101 IP address
	C
	This IE shall be included only if the HRPD pre registration was performed at the old MME
	IP-Address
	0

	1xIWS S102 IP address
	C
	This IE shall be included only if the 1xRTT CS fallback pre registration was performed at the old MME
	IP-Address
	1

	Subscribed RFSP Index
	CO
	This IE shall be included only during inter-MME/SGSN mobility procedures, if the source MME/SGSN receives it from an HSS.
	RFSP Index
	0

	RFSP Index in Use
	CO
	This IE shall be included only during inter-MME/SGSN mobility procedures, if the source MME/SGSN supports the feature.
	RFSP Index
	1

	UE Time Zone
	CO
	When available, this IE shall be included by the source MME/S4-SGSN. 
	UE Time Zone
	0

	Private Extension
	O
	
	Private Extension
	VS

	NOTE1: 
3GPP TS 23.401 [3] (e.g. subclause 5.3.2.1) and 3GPP TS 23.060 [35] (e.g. subclause 9.2.2.1) defines the MME/SGSN shall send the MS Info Change Reporting Support Indication to the PGW. In such case MME/SGSN shall use the Change Reporting Support Indication and/or CSG Change Reporting Support Indication (whichever is applicable), even if stage 2 refers to MS Info Change Reporting Support Indication.


Table 7.3.6-2: MME/SGSN UE EPS PDN Connections within Context Response

	Octet 1
	
	PDN Connection IE Type = 109 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	APN
	M
	
	APN
	0

	APN Restriction
	C
	This IE denotes the restriction on the combination of types of APN for the APN associated with this EPS bearer Context. The target MME or SGSN determines the Maximum APN Restriction using the APN Restriction. 

If available, the source MME/S4 SGSN shall include this IE. 
	APN Restriction
	0

	Selection Mode
	CO
	When available, this IE shall be included by the source MME/S4-SGSN
	Selection Mode
	0

	IPv4 Address
	C
	This IE shall not be included if no IPv4 Address is assigned. See NOTE 1.
	IP Address
	0

	IPv6 Address
	C
	This IE shall not be included if no IPv6 Address is assigned.
	IP Address
	1

	Linked EPS Bearer ID
	M
	This IE identifies the default bearer of the PDN Connection.
	EBI
	0

	PGW S5/S8 IP Address for Control Plane or PMIP
	M
	This IE shall include the TEID in the GTP based S5/S8 case and the GRE key in the PMIP based S5/S8 case.
	F-TEID
	0

	PGW node name
	C
	This IE shall be included if the source MME or SGSN has the PGW FQDN.
	FQDN
	0

	Bearer Contexts 
	M
	Several IEs with this type and instance values may be included as necessary to represent a list of Bearers.
	Bearer Context
	0

	Aggregate Maximum Bit Rate (APN-AMBR)
	M
	
	AMBR
	0

	Charging characteristics
	C
	This IE shall be present if charging characteristics was supplied by the HSS to the MME/SGSN as a part of subscription information.
	Charging characteristics
	0

	Change Reporting Action
	C
	This IE shall be included whenever available at the source MME/SGSN. 
	Change Reporting Action
	0

	CSG Information Reporting Action
	CO
	This IE shall be included whenever available at the source MME/SGSN.
	CSG Information Reporting Action
	0

	Indication flags
	CO
	This IE shall be included if any one of the applicable flags is set to 1.

Applicable flags:
· Subscribed QoS Change Indication: This flag shall be set to 1 if the subscribed QoS profile of the related PDN connection has changed in the old MME/SGSN when the UE is in ECM-IDLE state and ISR is activated.
	Indication
	0

	Cell identity
	C
	The cell identity stored by the MME when the the request with the APN to use LIPA (see 3GPP TS 24.301 [23]) was authorized. In this release, if the IE is included, the MME shall only include the ECGI type in the ULI IE.
	User Location Information
	0

	NOTE 1: 
For deferred IPv4 address allocation, if the MME/S4-SGSN receives the PDN address "0.0.0.0" from PGW during "eUTRAN Initial Attach", "PDP Context Activation", "UE requested PDN Connectivity", then the MME/S4-SGSN shall include this IPv4 address "0.0.0.0".


The Bearer Context shall be coded as depicted in Table 7.3.6-3.

Table 7.3.6-3: Bearer Context within MME/SGSN UE EPS PDN Connections within Context Response

	Octet 1
	
	Bearer Context IE Type = 93
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octet 4
	
	Sparae and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	TFT
	C
	This IE shall be present if a TFT is defined for this bearer.
	Bearer TFT
	0

	SGW S1/S4/S12 IP Address and TEID for user plane
	M
	
	F-TEID
	0

	PGW S5/S8 IP Address and TEID for user plane
	C
	This IE shall only be included for GTP based S5/S8.
	F-TEID
	1

	Bearer Level QoS
	M
	
	Bearer Level QoS
	0

	BSS Container
	CO
	The MME/S4 SGSN shall include the Packet Flow ID, Radio Priority, SAPI, PS Handover XID parameters in the TAU/RAU/Handover procedure, if available.
	F-Container
	0

	Transaction Identifier
	C
	This IE shall be sent over S3/S10/S16 if the UE supports A/Gb and/or Iu mode.
	TI
	0
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